ALAXALA's Network Visualization and Control Solution ~ “M2%x2\%

AX-Network-Visualization(AX-NV) efficiently collects data and device information on the network and uses machine learning to
achieve accurate visualization and anomaly detection.
AX-Network-Manager(AX-NM) provides cyber attack automatic defense solution with UTM, FW, IDS/IPS system and AX-NV, and

minimize damage by "automatic cause elimination". AX-Network Visualization (AX-NV)

Intuitive visualization / Analysis \

Silent failure detection/
Predictive detection

( (3) Machine learning engine
Technical keywords: A Imbulse
Traffic Visualization (4) AX-3D-VIEWER P

Machine Learning E 2

Anomaly detection A \
Automatic defense [ (1) AX-Sensor \ /N

Traffic analysis / Visualization
Communication logging /
Communication analysis
Security incident analysis

Web Service visualization

ommunicatio
equipment

Q-
Placed in the optimum
position of NW

Flow

Visualize web-based
communications such as SaaS and
business services from end to end

| 4 |
Metadata (Flow,Syslog)

Y » Collect and store " QoOE (Quality of Experience)
SNMP(MIB) | communication data Measurement and Visualization
} . Detection Visualize Communication delay,
DECT_ADT ~ |+ Analvsis Packet loss, Retransmission,
REST-API y UDP/RTP delay and jitter etc.

/ I / + Recommend :
@ = @ / (Telemetry) ><in the future / Automatic detection of heavy-user

_ . traffic / malicious attack
(5) AX-Network communications

Manager(AX-NM)
-

e

Visualization of combination of
| ¥ o private IP and global IP in NAT
\ environment

- . © Fortinet Inc., ALAXALA Networks Corporation. All Rights Reserved. 1



	スライド 1: ALAXALA's Network Visualization and Control Solution

